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One reason that many people think that the adult online business can’t

be very large is that they see the owners and operators as flashy, goldchain

hustlers with a temporary wad of cash in their pockets and no

business or financial sophistication. Again, the annals of the FTC and

federal courts gives us a detailed look not only at the very high level of

financial sophistication which is commonly employed by both legitimate

and illegitimate in the industry but also offers further credibility

to the enormous sums Net porn generates.

While XPics and Crescent publications at least provided something

to some of the consumers for the money they spent, the case of J.K.

Publications was just an out-and-out credit card theft ring that ripped

off more than 700,000 consumers for more than $40 million.

In addition to offering valuable context to the adult online world,

the facts of the case also show that the scam could not have operated

for so very long nor have generated so many tens of millions in profits

without the help of banks and other businesses which aided the scam

through carelessness, complacency or the willingness to turn a blind

eye to the operation for the sake of profits and revenues.

The events also benefited every Internet surfer who ever entered his

credit card numbers on a Web page. When the key players involved in

J.K. Publications, Kenneth and Teresa Taves, were found guilty in 1998

and ordered to re-pay $37.5 million to defrauded consumers for unauthorized

credit card charges, the investigation resulted in tighter banking

and credit card rules that closed some of the loopholes the scammers

used to defraud so many hundreds of thousands of people.

This case—the largest prosecution ever in the online porn industry

—also shows how the controversial nature of porn and the carelessness

of credit card users make it so easy to cheat people.

While it’s common to read vague, passing references to criminals

using secret offshore banks to launder money and move it out of reach

of governments and law enforcement, the details contained in the J.K.

Publications case shows step-by-step just how it can be done, even by a

failed copier toner salesman turned porn magnate.

Understanding these details is important because it offers a way to

understand how Internet transactions and payments may work in the

future. Wary of U.S. obscenity and pornography laws and prosecutions,

most large adult sites have extensive offshore banking relationships

and credit card processing; many have made provisions for

moving their content servers offshore in the event of a legal crackdown.

Significantly, offshore credit card processing can be significantly less

expensive and has less regulatory oversight. For these reasons, as porn

sites pioneer the technology and relationships and help build the size

and financial capability of offshore processors, non-adult sites will

undoubtedly look at migrating toward this more profitable operation.

This has serious implications for non-porn surfers because offshore

processors generally offer fewer consumer protections and, as the J.K.

Publications case shows, are a lot harder and far more expensive for

American authorities to reach out and touch.

Finally, the J.K. Publications case offers a genuine snapshot of people

and the players in the industry. The case has a “Beverly Hillbillies”-

gone-bad atmosphere about it, but shows how two ordinary people and

their ordinary associates used online porn to become millionaires almost

overnight. Currently, numerous people with lives like theirs continue to

run legal, legitimate and substantial online porn operations today. The

difference is that the legitimate operators who are now millionaires are
the ones who managed to resist the ever-present temptations to get

really greedy and go for the illegal gold.

Unlike most FTC actions that result in an ambiguous settlement

containing no admission of guilt, the case of J.K. actually went to

court. According to documents filed in the U.S. District Court, in the

1970s, Teresa Taves worked as a bank teller for Security Pacific Bank

(purchased by Bank of America in the late 1980s) where she worked

her way up to chief teller and later transferred to the loan department.

She married Ken Taves in 1982 and worked with him in at least two

unsuccessful businesses: Herbal Care, which the couple co-founded,

and another business that sold computer and copier toner supplies.

Herbal Care, according to the FTC, was used in their later adult-site

credit card billing scam.

Their lives changed starting in 1995 when the Malibu residents

started a network of 14 adult sites including AsianHQ, Erosisland and

Restricted.com, all incorporated in Nevada where regulatory oversight

of corporations is minimal and scams easier to operate than in

California where they lived.

By 1998, say court records, the couple had cash and assets in excess

of $25 million, were paying themselves annual salaries of $1.7 million

apiece, and owned millions of dollars in real estate in trendy Malibu

and in the remote Caribbean banking haven of the Cayman Islands.

Court records show that they even paid their teenage son, who was 15

or 16 in 1998, a salary of $48,000. Depositions from the Taveses say he

was paid “for either ‘providing marketing concepts for marketing’ or

‘cleaning up’ the offices.”

Apparently, the network of adult sites the Taveses operated were successful

but not bringing in as much money as they wanted, so they

decided to manipulate the credit card payment and transaction system

to go after the really big money.

In late 1996 or early 1997, Ken Taves applied for a merchant

account at Charter Pacific Bank in nearby Agoura Hills. While most

banks and credit card processors avoid adult businesses, Charter Pacific
has been aggressive about pursuing the business of sex on the Web. But

because of his lousy credit record, Ken Taves’ application was rejected

by Charter Pacific. Teresa Taves was luckier and in early June 1997

received a merchant account from Charter Pacific authorizing J.K.

Publications, doing business as Netfill, to accept its own credit card

transactions directly.

According to court documents, the scam launched big-time in

November 1997 when Ken and Teresa Taves paid Charter Pacific

$5,000 to purchase their “positive database” of almost four million

credit card numbers of consumers who had made valid purchases

through merchants who held merchant accounts at Charter Pacific

during the previous 11 months.

While databases like this contain no information about the consumer,

they can be very helpful in fraud detection along with negative

databases of cards that have been rejected. Theoretically, having a positive

database can result in a faster approval process and a higher confidence

that the card is valid. This is the reason that Charter Pacific was

given for the purchase. But in reality, court documents show that Ken

and Teresa Taves used the credit card numbers to fraudulently place

charges on those card accounts.

At the time, credit card transactions from the Taveses’s sites were

billed through ATS,Automated Transaction Services, a “payment gateway”

which most e-commerce operations use to simplify interfacing

their site transactions with the slow, kludgy and outdated credit card

clearing networks. Most third-party processors in the adult field will

also function as gateways for people who have their own merchant

accounts. As a result, for the Taveses’s scam to work, they had to get

their fraudulent charges through ATS without raising too many eyebrows.

“Coinciding with JKP/Netfill’s access to the Charter Pacific historical

databases, JKP/Netfill began transmitting thousands of credit card

charges to ATS by e-mail,” said court records. But the e-mails should

have been a burning red flag for ATS since, prior to that time, credit
card data had been submitted to ATS from JKP/Netfill through what is

known as an HTML POST operation that is generated when a surfer

fills out a form on a Web page and hits the “enter” or “submit” button.

Depositions from ATS employees say that the HTML POST operation

was the only method that the company was prepared to accept at that

point.

However, one of ATS’s owners, David Goldfarb, testified that when

he questioned Ken Taves about the unusual card number submissions,

Taves said that the card numbers were actually being submitted on

behalf of other Internet merchants who had lost their merchant

accounts.

This is a practice called “factoring” and is prohibited in almost every

case unless a special arrangement and agreement have previously been

signed. Usually a merchant will lose its merchant account if it is caught

factoring charges for another merchant. According to court documents,

“At times, these files omitted customer name, customer e-mail

addresses and card expiration date. From those e-mail transmissions, it

was impossible for ATS to determine whether a cardholder had visited

the defendants’ websites. Nevertheless, ATS accepted the numbers and

processed the charge requests.”

According to reports filed by Robb Evans & Associates, which is the

temporary receiver appointed by the court to oversee the Taves companies

and attempt recovery of its millions in ill-gotten gains, it looks as

if the Taves did factor charges for more than $1 million on behalf of 52

other websites in 1998, charging them between 10 percent and 25 percent

of the transaction amount for the services.

Not only was factoring a lucrative source of income for the Taveses,

but court records show that, in 1998, ATS was paid approximately

$2.35 million in fees from Ken Taves and/or his companies for the

services ATS provided. Of that, the court said that some $1.3 million

was wire-transferred to a Euro Bank account in the Cayman Islands in

the name of Goldfarb and co-owner Bill Parodi. ATS was sold and is

now part of Merchant Commerce. But before its sale, ATS branched
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out beyond the adult world and even had a contract to provide the payment

gateway mechanism for IBM’s HomePage Create software.

According to reports filed with the court by receiver Robb Evans &

Associates, the Cayman Islands Euro Bank got a lot of business from

the J.K. Publications scam. While the various Taves companies had a

total of 149 identification numbers assigned to them by ATS, most

seemed illegitimate. With only four IDs assigned to the Taveses’s own

websites and 52 to third-party factoring customers, that left 93 ID

numbers that had no identified websites attached to them. In addition,

according to Evans’ report filed with the court, “None of the 93 merchant

IDs is mentioned in any office file, nor is there any record of a

website sharing arrangement, nor is there any correspondence referencing

a purchase of a book(s) of business.”

In other words, the receiver could find no legitimate source for the

very substantial income from those 93 ID numbers that ATS

processed. How substantial? The receiver’s analysis of the accounts

found that more than $45 million had been funneled through those 93

ID numbers assigned to them by ATS. What’s more, Evans’ report said

that “27 of the 93 suspect IDs were assigned to the name of Donovan

Sands at P.O. Box 11, St. Anns Bay, Jamaica, W.I. This is the same

address used by Dennis Rappaport.”

Court documents say that “Rappaport has been a friend of the

Taveses for approximately twenty years. Discreet Bill was Rappaport’s

company. In 1998, he worked full-time at the Malibu offices acting as

Ken Taves’ office manager.”

The relationship with Rappaport and Discreet Bill, which the FTC

indicated was actually controlled by the Taveses, only hints at the convoluted

rat’s nest of companies, money trails, offshore banks and transactional

operations that had to be untangled by the FTC, Robb Evans

and other investigators.

The original FTC complaint and motion for a temporary restraining

order filed on Jan. 5, 1999, alleged false and misleading conduct,

deceptive claims and engaging in unfair acts or practices in violation of
the Federal Trade Commission Act. It charged “J.K. Publications,

Kenneth H. Taves, a/k/a Ken Till also d/b/a Netfill, netfill.com,

abc.com, N-Bill, Online Billing, Assist Online, Herbal Care, Discreet

Bill, KULM Consulting Group, TAL Services; Gary Neal Mittman,

d/b/a Adult bank, netfill.com, adultbank.com; Maurice O’Bannon,

also d/b/a MJD Enterprises; Teresa Callei Taves; Dennis Rappaport;

MJD Services; Discreet Bill, Inc.; Herbal Care, Inc.; Net Options,

Inc.”

Why so many companies with so many people? Record indicate that

the continuation of the fraud depended upon their ability to get a

steady supply of credit card merchant accounts. When one merchant

account was cancelled for one company because of excessive chargebacks,

they would use new people at new company names to apply for

a new merchant account so they could continue to process their fraudulent

charges.

Court record show that almost immediately after Taves began sending

the e-mails with credit card numbers for processing in November

1997, the JKP/Netfill merchant account was hammered with astronomical

chargeback rates.

While Visa chargeback rules require merchants of all sorts to have a

chargeback rate of less than one percent, by January 1998,

JKP/Netfill’s chargebacks were running at 5.54 percent. By February,

that climbed to 6.11 percent and by June 1998 was a staggering 63.9

percent.

As a general rule, in the first three months of excessive chargebacks,

Visa USA contacts the merchant bank and asks them to fix the problem.

If a merchant has four months of excessive chargebacks in any

five-month period, the merchant is placed in “active monitoring” status

and also begins to assess severe monetary penalties against the merchant

bank which passes these along to the merchant. The fees include

a $5,000 administrative fee and at least $25 per chargeback. The fees

climb steeply with $25,000 and higher not unusual if the chargebacks

continue.
Visa says that of the approximately four million merchants in the

Visa card system, typically there will be only three to five merchants

that have four consecutive months of excessive chargebacks.

On Mar. 30, 1998, Visa notified both Charter Pacific Bank and the

Taveses that since they had an unacceptably high level of chargebacks

for four months in a row, that the would be placed in a special fraud

monitoring program and that they would need to submit a plan for

chargeback reductions. They never submitted the plan.

“Instead,” said the court records, “presumably to avoid ‘active monitoring’

by Visa USA, JKP decided to switch merchant banks.” Just

over two weeks later, on April 17, 1998, Teresa Taves secured another

merchant credit card processing account with Heartland Bank, this one

in the corporate name of N-Bill.

The court papers explained that “by changing merchant banks or

merchant names, that merchant’s chargeback record starts anew under

the Visa USA chargeback monitoring program. Thus, even if the merchant

had previously been flagged as a problem merchant by Visa USA,

the next time that the merchant has excessive chargebacks, the merchant

(under the new name or merchant account) will be listed as a

first month offender….This way, a merchant can avoid ‘active monitoring’

by Visa USA and avoid chargeback fees, at least initially.”

But almost immediately after getting the new merchant account,

chargebacks on transactions processed through Heartland quickly

soared above acceptable levels as chargebacks soared over six percent in

August and hit 9.67 percent in September. Court records show that the

Taveses paid Heartland more than $321,000 in chargeback penalties

for the month of August alone. Then, again to avoid being placed on

Visa’s active monitoring list, the Taveses closed the N-Bill merchant

account at Heartland.

To continue processing, the Taveses then transferred all their business

to another company, MJD, which had been formed in May 1998

in cooperation with Rappaport. MJD obtained its own merchant

account with Charter Pacific Bank and by August quickly started its
own trail of excessive chargebacks that ranged from three percent to

almost 10 percent. Anticipating that it would be placed on Visa’s active

monitoring list, Rappaport and the Taveses closed the MJD account

with Charter Pacific. Rappaport then opened a merchant account with

Heartland Bank using the new corporate name of Webtel and

www.pureskin.com as the website for which the charges would be

transacted.

The court record shows that, “On December 3, 1998, following a

four-day period in late November when the MJD/Webtel account

processed approximately $4.7 million in Internet ‘sales,’ Mastercard

contacted Heartland to report that it had received calls from issuing

banks regarding possible fraud by Webtel.”

An “issuing bank” is the bank through which the consumer

obtained his Visa or Mastercard.

Heartland terminated the MJD/Webtel account on Dec. 7, 1998.

But that didn’t put the Taveses out of business.

In October, Rappaport and Maurice O’Bannon (who worked for a

Nevada company that sets up and helps maintain corporations) formed

a new corporate entity, TAL, which obtained a merchant account from

Charter Pacific Bank in December 1998. TAL then took over the processing

business from MJD/Webtel. Also during this time, Gary

Mittman, the owner of Adult Banc, testified that in late 1998, Ken

Taves “basically handed” him 14 adult websites that JKP (J.K.

Publications) had developed but stopped operating.

But by this time, the authorities has caught on to the scam and TAL

was able to operate for just a few weeks until the FTC filed for its

restraining order on Jan. 5, 1999. By that time, the FTC said that more

than $49 million had been funneled through the scam with 90.8 percent

of it in fraudulent, unauthorized charges.

Ironically, this scam might never have been detected, or may have

continued to operate for far longer had the Taveses simply offered better

customer service.
“Many victims called the toll-free telephone numbers listed next to

the descriptor names on their statements to find out why they were

charged $19.95,” said the court papers. “To add to their confusion,

when calls were answered, JKP, MJD or TAL customer service representatives

used two additional fictitious names to greet customers—

‘Online Billing’ or ‘Assist Online’. Unfortunately, many unhappy

cardholders were unable to reach a live customer service representative

to respond to their inquiries.” The court papers said that the customer

support lines were frequently busy, hold times unacceptable and often

the callers got voicemail but were unable to leave a message because the

voicemail box was full. Unable to reach the company that charged

them, consumers contacted their issuing banks and disputed the

charges which were then charged back. Frustrated and fearful that their

cards may have been stolen, many cardholders contacted their issuing

banks and canceled their debit or credit cards.

According to court records, the Taveses and their companies continued

to have access to the Charter Pacific database until at least the end

of 1998. Not surprisingly, the court determined that 82.5 percent of all

the charges processed were from the positive database of valid card

transactions purchased from Charter Pacific Bank. In other words, of

the 912,125 card numbers processed, 783,947 came from those purchased

from Charter Pacific Bank. According to the FTC’s statistical

expert Dr. Martin Lee, the probability of this overlap occurring purely

by accident is, “roughly equivalent to winning the grand prize in the

California Lottery every week for 109,000 consecutive years.”

It’s significant that while the FTC estimated that 90.8 percent of the

charges were unauthorized, at their peak, only about 10 percent

resulted in chargebacks. This means that probably 90 percent of the

consumers charged did not look at their credit card statements closely

enough to notice the relatively small charge.

If the Taveses had spent enough of the $49 million they took in to

set up an easy-to-contact consumer support system where charges

could have been quickly and easily credited back to the consumer,
chargebacks probably could have been reduced below the one percent

level that is acceptable. And while the credit card companies also look

at the percentage of transactions that result in credits or refunds, the

rate is not nearly as critical a hot button as chargebacks. Thus, with a

good customer service system, they may well have been able to keep

most of the money they scammed…and operate for far longer. Just do

some quick and approximate math here: of $49 million, $4.5 million

was in legitimate charges they got to keep. Of the remaining $44.5 million,

only about $4.5 million resulted in chargebacks.

Therefore, if the Taveses had spent $5 million on a fast, top-notch

customer service operation to refund that $4.5 million, they would

probably have evaded detection long enough to keep the remaining

$35 million in unauthorized charges. This plus the $4.5 million in

legitimate charges would have grossed them $39.5 million—not bad

for a full year.

But that obviously didn’t happen and with the backing of the U.S.

District Court for the Southern District of California, the FTC shut

down the websites, the merchant accounts and the scam and seized all

the assets associated with the businesses, the Taveses and other associated

with it.

But, as the court-appointed receiver Robb Evans was to find out,

this was just the beginning of an international game of hide-and-seek

filled with money laundering, illegally concealed assets and real estate

along with more than a dozen hidden bank accounts in the Cayman

Islands, Liechtenstein and the remote Pacific island nation of Vanuatu

(formerly called the New Hebrides).

The task of following the money on behalf of the FTC and the U.S.

District Court fell to Robb Evans, who has served as CEO of six banks

and is the man appointed by the federal courts as the Trustee to oversee

and untangle the U.S. portion of the massive BCCI international

banking fiasco. Located in the Los Angeles suburb of the San Fernando

Valley, his firm, Robb Evans & Associates, includes financially savvy

attorneys and CPAs along with banking and regulatory experts capable
of tracing the flow of money and assets even through the secret and

usually Byzantine channels of offshore banking and global money

laundries.

Evans was appointed as the receiver of the Taveses companies on

Jan. 6, 1999, and, according to its first report to the court, within a

month had found evidence of money laundering and widespread contempt

of the court’s freeze on the couple’s assets.

That they got involved in funneling large sums of cash into offshore

bank accounts in tax-free international havens for cash is not surprising.

At trade shows, gatherings and parties attended by those in the

adult Web business, even casual visitors can overhear frequent conversation

among the big and even not-so-big players—among the legitimate

operators and those rumored to be skirting the edges of

legality—all about the merits of this offshore bank in the Caymans versus

another one down the street or whether to stash money in the

English Channel, in the middle of the Pacific Ocean or in some small

European country with a lot of snow-covered mountains. The money

in the adult business can be very, very big and the fees that offshore

banking advice generates attracts bankers and lawyers, some of whom

can be too focused on the fees to ask questions about whether the

money was generated legitimately (as it can be) or otherwise.

So, given that an adult site owner can buy offshore banking sophistication

by asking one of the big players at a party or even by e-mail, it’s

no surprise that the Taveses would find a way to send their millions on

a sunny foreign vacation.

“At least $23 million was withdrawn from the accounts of the

Receivership entities [the Taveses and all their associated companies]

and was transferred through different entities and several accounts to

the accounts of an (sic) offshore corporations,” said Evans’ report to the

court. “The payments are sometimes supported by invoices in large,

even dollar amounts for ‘Advertising.’ There are no further details. The

invoices are usually for several hundred thousand dollars, sometimes
for more than a million dollars. Sometimes there is no invoice support.”

Even though the lack of better invoice support is sloppy, this is a

classic money laundering tactic.

Of that $23 million, further investigation by Evans & Associates

showed that $21.8 million was illegally transferred by the Taveses after

the court ordered a freeze on all their assets on Jan. 6, 1999. In addition,

Ken Taves was jailed in the Los Angeles County Jail in the spring

of 1999 for contempt of court for his role in trying to hide the existence

of a $2 million house in Malibu, one in addition to his main residence.

Evans’ investigation found that the property was owned by Satmax

Family Limited Partnership whose general partner was Coastal

Holding Ltd., which, in turn, was controlled by Ken Taves. Evans &

Associates found further that, on Mar. 5, 1999, Taves, in violation of

the court freeze on assets, sold the property to a Canadian corporation,

Trans Global Corporation, which, Evans later determined, was controlled

by Taves’ next-door neighbor in the Caymans.

In April 1999, Robb Evans & Associates retained attorneys in the

Cayman Islands to freeze the Taveses’ assets there, including real estate

and millions in cash and securities on deposit at Euro Bank. In further

violation of the U.S. District Court freeze on their assets, Evans’ counsel

found that the Taveses had retained their own attorneys in the

Caymans who had gone to court to unfreeze the assets.

With the Taveses’ Caymanian lawyers opposing them at every step

to prevent disclosure of transaction information from the Euro Bank

account and despite constant attempts to un-freeze the Taveses’ funds,

Robb Evans finally got a look at the transaction records when the

financially shaky Euro Bank placed itself in voluntary liquidation in

June 1999. Deloitte Touche was appointed to oversee the liquidation

and they proved to be far more cooperative; in August 1999, Deloitte

agreed to turn over transaction records to Robb Evans.
The records uncovered a tangled rat’s nest of corporations, bank

accounts and transactions that, when diagrammed by Robb Evans’ &

Associates, looked like a web spun by a very disturbed spider.

According to the Robb Evans’s diagram, the money trail started in

the U.S. with four accounts at three Nevada banks: J.K. Publications

and MJD at U.S. Bank, Discreet Bill at Bank of America and

Multimedia West at Primerit Bank.

According to the Robb Evans report to the court, between mid-

1997 and November 1998, approximately $25.3 million was transferred

from those four accounts to Eurobank in the Cayman Islands

where they were deposited into two accounts controlled by the Taveses:

Media Buying Service and Phaeton. From those two accounts, the millions

were dispersed to the Taveses account at Eurobank or dispersed

around the world.

The Taveses controlled the Nevada accounts at JKP, MJD and

Discreet while the MultiMedia West account was controlled by

Michael Kenner. In his July 13, 1999, court deposition, Kenner testified

that while MultiMedia West was a legitimate advertising brokerage

company, the transactions with the Taveses were out of the ordinary. In

the deposition, Kenner said that he had lost money in a previous

investment he had made with Ken Taves and that Taves came to him

with a scheme to recoup those losses.

Kenner’s deposition says that Taves agreed to deposit money in the

MultiMedia West bank account and that Kenner agreed to make payments

that Ken Taves directed. As a result, J.K. Publications transferred

some $12.8 million to the account of MultiMedia West. Then, as

directed by Taves, Kenner’s MultiMedia West account transferred

$10.9 million to Media Buying Services and Phaeton, Taves’ Euro

Bank accounts in the Cayman Islands. Kenner’s company also paid

another $1.7 million in various expenses for Taves including checks to

lawyers and a limousine service.

To provide legitimate cover for all these transactions, Kenner said in

his deposition that, at Ken Taves’ request, MultiMedia West then
issued fake invoices to J.K. Publications for “media purchases,” even

though no such services were actually performed. For his services,

Kenner and MultiMedia West received 1.5 percent of the total transactions,

about $192,000.

From the Media Buying Services account, $13 million went directly

to Ken Taves’ personal accounts at Euro Bank with another $4.1 million

transferred to his investment accounts at Morgan Stanley Dean

Witter and the Royal Bank of Canada. In addition, $500,000 was

transferred to the Landesbank in Liechtenstein to a company called

Global International Media Foundation. After further investigation,

the court-appointed receiver later learned that this half-million payment

was for a CD-ROM disc containing the names and e-mail

addresses of at least one million subscribers to adult websites. The list

was among millions in assets that Taves concealed from investigators in

violation of the U.S. District Court’s ruling.

Finally, Robb Evans investigators found that $100,000 was transferred

from the Media Buying Services account in the Caymans to

Euro Bank’s office in Vanuatu to open an account in the name of

Benford Ltd.

To further confuse investigators and attempt to hide his assets from

the court, Evans’ report to the court said that Taves on Feb. 6, 1999,

sent a memo to Ivan Burges, senior account manager at Euro Bank,

instructing him “to appoint Judi Donegan, Trust Officer at Euro Bank

as President of Media Buying Service and to ‘transfer the share holding’

to her. He further wrote: ‘This company is being transferred free of

charge.’”

Subsequently, more than $7 million would be transferred from

Media Buying Services’ Euro Bank account in the Caymans to the new

Vanuatu Euro Bank account in the name of Benford, Ltd.

In addition to the money transferred by Kenner to Media Buying

Services, Robb Evans tracked another $8 million deposited there

directly from the Taveses’s other Nevada bank accounts, for a total of

$18.9 million. The remainder of the $25.3 million that Evans tracked
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to the Caymans from Nevada, $6.4 million, was deposited by the

Taveses in the Phaeton account. Ken Taves controlled the Phaeton

account, but the signatories on the account were his parents, Melvin

and Colleen Taves. According to the report from Robb Evans &

Associates to the court, “Generally, 1.5 percent of the incoming funds

to Phaeton would be retained in the account and the balance transferred

to other accounts.”

One of those accounts, Chamonix Investments Ltd. was used by

Taves to try and hide his purchase of the $2 million house at 6837

Zumirez Dr. in Malibu. This non-disclosure, along with others, finally

resulted in the contempt of court citation that sent Taves to the Los

Angeles County jail for contempt of court (where he still resides as of

this writing).

Court records show that the legal owner of Chamonix Investments

is Raymond Creed, Taves’ next-door neighbor in the Caymans and a

co-investor with Taves in a real-estate investment company, S. Jared

Properties, also in the Caymans. Money from the Taves went into the

Chamonix Investments account and out on instructions from Creed.

Court records say that Creed authorized the transfer of $3.5 million

from the account to Taves’ Vanuatu account for Bedford, Ltd., and

another $2 million was funneled through a corporation owned by

Creed, Trans Global Development, which used Taves’ own money to

buy the Malibu property.

The Robb Evans report to the court indicates that the Taveses’s

California attorneys played a role in the transaction shenanigans, particularly

Sacks of Sacks & Zweig who received $35,000 from Taves (the

money was later returned to the court-appointed receiver). “Of equal

concern,” says the receiver’s report, “is Mr. Sacks’ apparent role in the

operation of the Ken Taves’ accounts after the asset freeze. Documents

from the Euro Bank files show Mr. Sacks authorized the transfer of

funds to his firm and to the Fried, Frank law firm” [another firm used

by Taves which received $175,000, also returned to the court]. The

Evans report also said that Sacks “received information from Ivan
Burges [at Euro Bank] about establishing an account in Vanuatu and

discussed the liquidation of assets in the United States in the Morgan

Stanley Dean Witter account.”

Finally, it looks as if Sacks & Zweig helped facilitate transactions

that Taves used to try and hide his Malibu property. “There is a documented

wire transfer from Ken Taves’ personal account at Euro Bank

to Sacks & Zweig in the amount of $2,500,000 for the purchase of the

Zumirez property.”

Money gushed out of the Taveses’ Cayman accounts into numerous

other corporate names and accounts in the Caymans and around the

world. But by June 1999, the stink over the various accounts raised by

Robb Evans and his associates had grown so intense that even the ultrasecretive

and very fraud-tolerant Cayman authorities could no longer

stand the stench. On June 9, 1999, the Royal Cayman Island Police

Department filed for restraint orders over the accounts owned or associated

with Taves including accounts at the Bank of Nova Scotia owned

by Raymond Creed, and at the Cayman National Bank owned by Ken

Taves’s parents. In addition to the accounts mentioned above, the

police issued orders against Euro Bank accounts owned by David

Goldfarb and Bill Parodi (owners of Automated Transaction Services)

and other accounts linked to transfers to the Taveses’s global network.

Caymanian police have arrested two former Euro Bank officers on

money laundering charges connected with the case. The investigation

is ongoing as of this writing.

Efforts by Robb Evans and Associates to trace and freeze the

Taveses’s funds in the Benford Ltd. account in Euro Bank’s Vanuatu

branch took their own bizarre turns of events. Prevailing over legal

challenges by Taves, Evans managed to freeze the Bedford account, but

not before $100,000 was transferred to L. Marvin Pinder, a law firm in

Nassau, the Bahamas. The issue of the funds in the Bedford account

turned into a lawsuit which is still waiting to be heard by the Vanuatu

Supreme Court. The case has been further delayed by the collapse of

the incumbent government in Vanuatu during the proceedings.
Meanwhile, the Vanuatu government indicted Benford, Ltd.

According to the Robb Evans report, the indictments are “for receiving

funds that may reasonably be suspected of being proceeds of a crime.”

During all this, Euro Bank transferred the $7.4 million to the

Sydney, Australia, branch of Citibank, which subsequently transferred

it to its New York office for investment. As of this writing, Robb Evans

is now attempting to recover the funds from Citibank in the United

States.

Maurice O’Bannon, according to court documents, was an officer

and director of MJD, Discreet Bill and TAL in 1998 and while he

denied knowing about those roles, said his job, as part of the Nevada

corporation maintenance company, was to sign, on behalf of the

Taveses, whatever legal papers—such as fictitious business name certificates

—that were put before him.

Gary Mittman and Adult Bank settled with the FTC in June 1999

in the usual way in which he did not admit guilt but promised not to

make false representations or otherwise scam consumers or help others

to do so.

Rappaport fled to Jamaica shortly after he was served with the FTC

complaint. A default judgment was entered against him by the court

on Mar. 8, 2000. He is currently out of reach of U.S. authorities.

